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1. cél

A jelen adatvédelmi szabalyzat (a tovdbbiakban: Szabdlyzat) célja, hogy szabalyozza a DrM-Professional
Consulting Kft. (tovabbiakban: Cég) személyes adatkezelési folyamatait, biztositva az érintettek jogait,
eleget téve az alkalmazandd jogszabalyok kdvetelményeinek. A Szabdlyzat meghatarozza és kotelez6en
elGirja az érintett jogainak védelme érdekében a Szabalyzat hatalya ald tartozoktdl megkovetelt technikai
és szervezési intézkedéseket.

A Szabalyzat célja a GDPR cégen belil alkalmazandd kévetelmények meghatdrozdasa, ezért a Szabalyzat
belsé dokumentum, az adatvédelmi jogszabalyok altal megkovetelt részletességl barki szamara elérhetd
nyilvanos informacidkat az adatvédelmi és adatkezelési tdjékoztatd tartalmazza.

2. A szabdlyzat hatalya

2.1. Id6beli hataly

Jelen Szabalyzat a GDPR alkalmazasanak elsé napjan (2021. szeptember 15.) |ép hatalyba és mindaddig
hatdlyban marad, amig a Cég meg nem szlinik vagy hatalyon kivil helyezésével Uj Szabdlyzatot nem alkot.
Jelen szabdlyzat mellékletei és formanyomtatvanyai a szabdlyzat egységes, elvdlaszthatatlan részét
képezik.

2.2. Személyi hataly

A Szabalyzat hatdlya kiterjed az Adatkezel6 nevében adatkezelési tevékenységeket végzd személyekre
(munkavallalék vagy mas munkavégzésre iranyuld jogviszonyban allé személyek) az Adatfeldolgozd
nevében adatfeldolgozasi tevékenységeket végz6 személyekre (munkavallalok vagy mas munkavégzésre
iranyuld jogviszonyban allé személyek), illet6leg azokra a természetes személyekre, akikkel kapcsolatban
az Adatkezel8 személyes adatokat kezel vagy feldolgoz (Erintettek).

Az Adatkezel6 valamennyi munkavallaléja koteles a sajat feladatkérében minden ésszer( erdfeszitést
megtenni annak érdekében, hogy az AdatkezelGvel nem munkaviszonyban allé személyek a jelen
szabalyzat el6irdsait magukra nézve kotelezének fogadjdk el, azokat betartsak, illetve sziikség esetén
betartassak.

2.3. Targyi hataly

A Szabdlyzat targyi hatdlya kiterjed az adatkezelési célokkal és eszk6zokkel Gsszefliggésben adatkezelési
tevékenységek soran kezelt vagy feldolgozott személyes adatokra. Egyedi adatkezelési tevékenységei
soran kezelt vagy feldolgozott személyes adatokra vonatkozdan kizdrdlag a kifejezetten jelzett
rendelkezések tekintetében kell alkalmazni.

3. Hivatkozasok

- Az Eurdpai Parlament és a Tanacs (EU) 2016/679 Rendelete a természetes személyeknek a
személyes adatok kezelése tekintetében torténé védelmérdl és az ilyen adatok szabad
aramlasardl, valamint a 95/46/EK rendelet hatélyon kivil helyezésérdl (tovabbiakban: ,GDPR”);

- a Polgari Torvénykonyvrdl sz6lo 2013. évi V. torvény (,,Ptk.”)

- azinformacidés 6nrendelkezési jogrél és az informacidszabadsagrdl sz616 2011. évi CXII. torvény
(,Infotv.”)

- amunka torvénykonyvérél szold 2012. évi l. torvény (,Mt.”)

E szabdlyzat alkalmazasaban jogszabalynak mingsiil az Eurdpai Unid altalanos hatalyu kozvetlendl
alkalmazandé jogi aktusa is.
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4. Meghatarozasok

Személyes adat: Azonositott vagy azonosithaté természetes személyre (,érintett”) vonatkozé barmely
informdcid. Azonosithaté az a természetes személy, aki kozvetlen vagy kodzvetett mddon, kiilondsen
valamely azonositd, példaul név, szam, helymeghatdrozé adat, online azonosité vagy a természetes
személy testi, fizioldgiai, genetikai, szellemi, gazdasagi, kulturalis vagy szocidlis azonossagara vonatkozé
egy vagy tobb tényez6 alapjan azonosithato.

Adatkezelés: Személyes adatokon vagy adatdllomanyokon automatizalt vagy nem automatizalt médon
végzett barmely mdvelet vagy miveletek Osszessége, igy a gy(jtés, rogzités, rendszerezés, tagolas,
tdrolas, atalakitas vagy megvdltoztatas, lekérdezés, betekintés, felhasznalas, kozlés tovabbitas terjesztés
vagy egyéb mdodon torténé hozzaférhetbvé tétel Gtjdn, dsszehangolas vagy 6sszekapcsolds, korlatozas,
torlés, illetve megsemmisités.

Adatkezel6: Az a természetes vagy jogi személy, kozhatalmi szerv, ligynOkség vagy barmely egyéb szerv,
amely a személyes adatok kezelésének céljait és eszkdzeit 6ndlléan vagy mdasokkal egylitt meghatarozza.

Adatfeldolgozd: Az a természetes vagy jogi személy, kozhatalmi szerv, Ggyndkség vagy barmely egyéb
szerv, amely az adatkezel6 nevében személyes adatokat kezel.

Adatkezelési tevékenységek: A jelen Szabdlyzat személyi hatadlya ald tartozok altal végzett azon
adatkezelési tevékenységek, amelyek Céges vagy elkilonilt eszk6zokon adatkezelési cél érdekében
torténnek, kilondsen a foglalkoztatassal, az altaldnos jogszabdlyok szerinti irdnyitasi és tamogato
funkciokkal 6sszefliggésben.

Egyedi adatkezelési tevékenységek: A jelen Szabalyzat személyi hatdlya ala tartozok altal végzett
adatkezelési tevékenységek, az adatkezelési céloktdl eltér6 cél érdekében torténnek, kilonosen a Cég
esetleges specialis jogszabalyok szerinti szolgaltatasi vagy kereskedelmi feladataival 6sszefliggésben az
alkalmazott adatkezelési eszkozokt6l fliggetlenil. Az Egyedi adatkezelési tevékenységeket végz6k az
Egyedi adatkezelési tevékenységeik vonatkozdsaban kotelesek a jelen Szabalyzattal 6sszhangban allé jogi
és informdacidbiztonsagi szabdlyok szerint kezelni a személyes adatokat.

Adatvédelmi incidens: a biztonsag olyan sériilése, amely a tovabbitott, tarolt vagy mas mddon kezelt
személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését, megvaltoztatasat, jogosulatlan
kozlését vagy az azokhoz vald jogosulatlan hozzaférést eredményezi.

Vallalkozds: gazdasagi tevékenységet folytatd természetes vagy jogi személy, flggetlenil a jogi
form3ajatdl, ideértve a rendszeres gazdasagi tevékenységet folytatd személyegyesit6 tarsasagokat és
egyesiileteket is.

Felligyeleti Hatosag: egy tagallam altal a GDPR 51. cikkének megfeleléen |étrehozott fliggetlen kézhatalmi
szerv.

NAIH: Nemzeti Adatvédelmi és Informacidszabadsag Hatdsag.

Erintett: A jelen Szabalyzat alkalmazdsaban Erintett az a természetes személy, akire vonatkozdan az
Adatkezel6 személyes adatot kezel.

Tdjékoztato: A személyes adatok kezelésére vonatkozdan a GDPR 13. és 14. cikkeiben meghatdarozott,
jelen Szabdlyzat 5.3. pontjaban részletezett, NY-03-07 formanyomtatvényok szerint az Erintettek részére
kotelezé tartalommal rendelkezésre bocsatandd informacidk 6sszessége.

Adatkezelési Nyilvantartas: Az Adatkezel6 altal az Erintettek vonatkozasaban végzett dsszes adatkezelési
tevékenység nyilvantartasa a GDPR 30. cikkében meghatarozott, jelen Szabalyzat 5.5.1. pontjaban és a
NY-08 formanyomtatvanyban részletezett tartalommal.
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5. A szabalyzat tartalma

5.1. Alapelvek

Az Erintettek személyes adataihoz valé jogdnak érvényesitése érdekében a jelen Szabdlyzat hatélya ald
tartozék miikodése soran tiszteletben tartja az adatvédelmi jog — hivatkozdsokban lefektetett —alapelveit,
azaz

a) a személyes adatokat jogszeriien és tisztességesen, valamint az Erintett szamara atlathaté médon
kezeli;

b) személyes adatokat csak meghatarozott, egyértelmi és jogszeri célhoz kototten kezel,

c) csak az adatkezelés célja szempontjabdl megfelel és relevans személyes adatokat kezel, a sziikséges
mértékben, biztositva az adattakarékossagot;

d) biztositja a személyes adatok pontossagat és szikség esetén naprakészségét, minden ésszeri
intézkedést megtesz annak érdekében, hogy az adatkezelés céljai szempontjabdl pontatlan személyes
adatokat haladéktalanul toroljék vagy helyesbitsék;

e) a személyes adatokat olyan formaban tarolja, amely az Erintettek azonositasat csak a személyes
adatok kezelése céljainak eléréséhez sziikséges ideig teszi lehetévé, biztositva a korlatozott
tarolhatdésagot;

f) azintegritas és bizalmas jelleg alapelvének megfelel6 technikai és szervezési intézkedéseket tesz az
adatbiztonsag érdekében, azaz a személyes adatok kezelése sordn védi azokat a jogosulatlan vagy
jogellenes kezeléssel szemben, a véletlen elvesztéssel szemben, a megsemmisitéssel vagy
karosodassal szemben;

g) a személyes adatok kezelését az elszamoltathatdsag alapelvének megfelel6en olyan médon végzi,
hogy képes legyen a fenti alapelveknek valé megfelelés igazolasara.

Az egyes adatkezelési tevékenységek a) pont szerinti jogalapjait, b) pont szerint az adatkezelési
tevékenység céljat, c) pont szerint a kezelt személyes adatok korét, d) pont szerint az adatkezelés
id6tartamat részletesen az Adatkezelési Nyilvantartds és az annak alapjan készitett Tajékoztatd
tartalmazza. Az adattarolassal és adattorléssel kapcsolatos az 5.1 e) pont szerinti szervezési és technikai
intézkedéseket vagy az azokra valé wutaldst a jelen Szabdlyzat tartalmazza. Az adat- és
informdacidbiztonsaggal kapcsolatos 5.1 f) pont szerinti szervezési és technikai intézkedéseket vagy az
azokra vald utaldst a jelen Szabalyzat tartalmazza. Az elszdmoltathatdsag alapelvének torténé megfelelés
érdekében a jogszabalyi dokumentacids kotelezettségeket a jelen Szabalyzat tartalmazza.

5.2. Az adatkezelés jogszer(isége

5.2.1. Jogalapok
Személyes adatot az Adatkezel§ kizardlag az aldbbi esetekben kezel:

a) ha az Erintett hozzajarulasat adta az adatainak kezeléséhez, vagy

b) ha az adatkezelés olyan szerz6dés teljesitéséhez sziikséges, amelyben az Erintett az egyik fél,
vagy a szerz6dés megkotését megel6zGen az Erintett kérésére torténd lépések megtételéhez
szlikséges, vagy

c) ha az adatkezelés az Adatkezel6re vonatkozo jogi kotelezettség teljesitéséhez sziikséges; vagy

d) ha az adatkezelés kozérdekbdl kézhatalmi jogositvany gyakorlasanak keretében végzett feladat
végrehajtasahoz sziikséges; vagy

e) ha az adatkezelés az Erintett vagy egy masik természetes személy létfontossagi érdekeinek
védelme miatt sziikséges; vagy

f) ha az adatkezelés az Adatkezel6 vagy egy harmadik fél jogos érdekeinek érvényesitéséhez
sziikséges, kivéve, ha ezen érdekekkel szemben elsébbséget élveznek az Erintett olyan érdekei,
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alapvet6i jogai és szabadsagai, amelyek személyes adatok védelmét teszik szlkségessé,
kiilonésen, ha az Erintett gyermek.

A DrM-Professional Consulting Kft. jellemz6en a jelen pont b), c) pont és f) alpont alapjan, kisebb
mértékben az a) alpont alapjan végzik az adatkezelési tevékenységiiket. Az 5.2.1. pont d) és e) alpontok
szerinti adatkezelés egyaltaldn nem jellemz6. Az egyes adatkezelési tevékenységek jogalapjait az
Adatkezelési Nyilvantartds és az annak alapjan készitett Tajékoztaté tartalmazza.

5.2.2. Az A jogalapokkal kapcsolatos jogszabdlyi dokumentdcios kételezettség

5.2.2.1. Hozzdjdrulds

Ha az Adatkezelési Nyilvantartas a hozzajarulast jeloli meg az adatkezelés jogalapjaként, akkor az
elszamoltathatdsag alapelvére tekintettel az AdatkezelGnek képesnek kell lennie annak igazolasara, hogy
az Erintett a személyes adatainak kezeléséhez dnkéntes, konkrét és megfelel§ tajékoztatason alapuld
egyértelm kinyilvanitasaval hozzdajarult, azaz nyilatkozat vagy a megerGsitést félreérthetetlendl kifejezé
cselekedet Utjan jelezte, hogy beleegyezését adta az 6t érint6 személyes adatok kezeléséhez.

Személyes adatok kiildnleges kategdridiba tartozé adatokat az Adatkezels kizardlag az Erintett kifejezett
hozzajaruldsa alapjan, illet6leg munkavallalé esetén a foglalkoztatdsra, valamint szocidlis biztonsagra és
védelemre vonatkozé jogszabdlyon vagy kollektiv szerz6désen alapuld jogi kotelezettségei teljesitése
érdekében kezel. A jogi kotelezettség teljesitését kivéve hozzdjarulds hidnyaban az Erintett &ltal az
Adatkezel6 szamara megkildott iratot az Adatkezel6 masolat készitése nélkiil visszakldi.

Hozzéjarulas jogalap esetén személyes adat csak az Erintett dokumentélt — ideértve az elektronikus utat
is — nyilatkozatat kovet6en kezelhet6. A hozzajarulds mintajat a NY-01 formanyomtatvany tartalmazza.

5.2.2.2. Erdekmérlegelési teszt

Amennyiben az Adatkezelési Nyilvantartas jogos érdeket jeldl meg az adatkezelés jogalapjaként, akkor
érdekmérlegelési teszt lefolytatdsdra van sziikség. Ennek keretében meg kell hatarozni, hogy mi alkotja az
Adatkezel vagy a harmadik fél jogszer(i érdekét, meg kell vizsgalni, hogy mi alkotja az Erintett olyan
érdekeit vagy alapveté jogait és szabadsagait, amelyek a személyes adatok védelmét teszi sziikségessé.
Ezen tényezbk alapjan elGzetes mérlegelést kell végezni, amelynek eredményéhez képest — amennyiben
nem egyértelmli — tovabbi garancidkat kell tdrsitani az Erintett jogainak védelmében. Az
elszamoltathatésag alapelvére tekintettel jogos érdek jogalap esetén személyes adat csak
érdekmérlegelés elvégzését és irdsbeli dokumentdlasat kovetSen kezelhets. Az érdekmérlegelési teszt
mintdjat a NY-02 formanyomtatvany tartalmazza.

5.3. Erintettek jogainak védelmére vonatkozé intézkedések

5.3.1. Atldthato tdjékoztatdshoz és kommunikdciéhoz fiiz6dé6 jog

Az Adatkezel§ az Erintett részére a személyes adatok kezelésére vonatkozd informacidkat a jelen
Szabdlyzat rendelkezései szerinti Tajékoztatas formajaban tomor, atlathatd, értheté és koénnyen
hozzaférhet6 formaban, vildgosan és kozérthet6en megfogalmazva nyujtja. A tdjékoztatast irdsban —
ideértve az elektronikus utat is — kell megadni a GDPR 12. cikke értelmében.

A tajékoztatds joganak gyakorldsa a GDPR 14. cikk (5) bekezdése értelmében az aldbbi esetekben
tagadhatd meg:
a. az Erintett mar rendelkezik az el6irt informaciokkal
a rendelkezésre bocsatas lehetetlen, ardnytalanul nagy eré6feszitést igényel vagy a
rendelkezésre bocsatas ténye lehetetlenné tenné vagy veszélyeztetné az adatkezelés
céljanak elérését (amelyre vonatkozdéan az Adatkezelési Nyilvantartds kilon jellést
tartalmaz, ha van ilyen) és amelynek érdekében az adatkezel6 megfelel6 intézkedéseket
hozott az Erintett jogos érdekeinek védelme érdekében
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c. kifejezett olyan jogszabalyi el6iras esetén, amely egyidej(ileg az Erintett jogos érdekeinek
védelmérdl is rendelkezik
d. ha a jogszabalyban elGirt szakmai titoktartasi kotelezettség vagy jogszabalyon alapuld
titoktartasi kotelezettség miatt az adatkezelésnek bizalmasnak kell maradnia (amelyre
vonatkozodan az Adatkezelési Nyilvantartas kiilon jeldlést tartalmaz, ha van ilyen).

5.3.1.1. Tdjékoztatdshoz vald joggal kapcsolatos jogszabdlyi dokumentdcios
kételezettség, tarsasdgi szintli kézrem(ikédbk

A Tajékoztatd az Adatkezelési Nyilvantartas alapjan készil (NY-08.) A jogszabdlynak megfelel, a GDPR 13.
és 14. cikkében elGirt kotelez6 elemeket tartalmazé Tdjékoztatdk mintajat a jelen Szabdlyzat részét képezd
NY-03-07 ,formanyomtatvanyok tartalmazzak.

Amennyiben a Felligyeleti Hatésag tovabbi formai vagy tartalmi elGirasokat hatdroz meg a Tdjékoztatdra
vonatkozdan, kiulondsen, ha szabvanyositott ikonok dltal megjelenitendé jogi aktusok keriilnek
elfogadasra, a mintat annak megfelel6en mddositani szlikséges.

A T4ajékoztatot a személyes adatok kezelésének konkrét kortilményeit figyelembe véve az aldbbiak szerint
kell k6z6Ini:

- a személyes adatok megszerzésének idépontjaban, ha nem az Erintettdl szerezték meg, akkor a
megszerzésétll szamitott ésszerl hatdriddn, de legkésGbb egy hdnapon belil és dijmentesen;

- ha a személyes adatokat az Erintettel valé kapcsolattartas céljara hasznaljak, legaldbb az Erintettel
valo els6 kapcsolatfelvétel alkalmaval;

- ha a Téjékoztatdban szerepl6n kivil mas cimzettel is kozlik az adatokat, akkor legkés6bb az ilyen
cimzettel torténd elsé kozléskor;

- haamegszerzés céljatol eltéré (Tajékoztatdban eredetileg nem szerepl6) adatkezelést is kivan végezni
az Adatkezel6, akkor a tovabbi adatkezelést megel6z6en.

5.3.1.2. Az Erintetti kérelemmel kapcsolatos elSirdsok

A GDPR 12. cikke szerint az Erintett az 5.3.2-5.3.7. pontban irt jogainak gyakorlasa érdekében jogosult
barmely formaban kérelmet benyujtani az Adatkezel§ részére. Az Adatkezel6 az Erintett 5.3.2.-5.3.7.
pontban emlitett jogainak gyakorldsara irdnyuld kérelem teljesitését nem tagadhatja meg, kivéve, ha
bizonyitja, hogy az Erintettet nem &ll médjaban azonositani.

A kérelem benyujtasat és dokumentalt érkeztetését (iktatdsat) kovetGen az Adatkezel6 adatkezelési
tevékenységért felelGs szervezeti egység kijelolt munkavallaléja szlikség esetén a tarsasagi adatvédelmi
felelés bevonasaval illet6leg az Adatkezel6 jogi terliletének bevondsaval haladéktalanul koételes
megvizsgalni a kérelmet az alabbiak szerint:

a) azarra jogosult (azonosithatd) Erintett nyUjtotta-e be a kérelmet,

b) a kérelem melyik érintetti jog gyakorlasara vonatkozik,

c) a kérelemben foglaltak teljesitésére vonatkozd intézkedés megtételére az Adatkezel6 jogszabaly
szerint kotelezett-e.

Az Adatkezel§ koteles el§segiteni az Erintett 5.3.2.-5.3.7. pont szerinti jogainak gyakorlasat. Ennélfogva,
ha az Adatkezel6nek megalapozott kétségei vannak a kérelmet benyujtd természetes személy kilétével
kapcsolatban, azaz amennyiben az Adatkezel6 daltal az Adatkezelési Nyilvantartasban rogzitett célok
szerint egyébként kezelt személyes adatok és az Erintett altal a kérelemben sajatjaként megjelolt
személyes adatok az azonositast nem teszik lehet6vé, és az Adatkezel6 bizonyitani tudja, hogy nincs abban
a helyzetben, hogy azonositsa az Erintettet, tovabbi, az Erintett személyazonossaganak megerdsitéséhez
szlikséges informacidk benyujtasat kérheti.

llyen esetben az Adatkezel8 az Erintett azonositasahoz sziikséges és az Erintett altal a jogainak gyakorlasa
érdekében onkéntesen megadott tovabbi kiegészit6 informacidkat a GDPR 11. cikke értelmében az
azonositast kévetGen nem koételes sem rogziteni, sem megGrizni, sem egyéb mddon kezelni, ha az
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azonositds vagy panaszkezelés folyamatdban mégis sziikségessé vdlik ezen kiegészité informdaciok
rogzitése, akkor annak kezelésével kapcsolatban a vélaszlevélben az Erintettet tajékoztatni sziikséges
azzal, hogy az ilyen kiegészit6 személyes adatok és informaciék mas célra nem haszndlhatok.

A kérelem vizsgalatat kovet6en az adatkezelési tevékenységért felelGs szervezeti egység kijelolt
munkavallaldéja a visszajelzés tervezetét — bonyolultabb intézkedést igényl6 esetben az intézkedési
javaslattal kapcsolatos jegyz6konyvet —véleményezteti a tarsasag adatvédelmi felelGsével, illetGleg
dijmentesen és indokolatlan késedelem nélkiil, de legkés6bb a kérelem beérkezésétsl szamitott egy
hénapon belill visszajelzést ad az Erintett szamara az alabbiakrdl:

- intézkedés megtételérdl vagy

- azintézkedés elmaradasarol

- azintézkedés elmaradasanak (ideértve a hataridé meghosszabbitast is) jogszabaly szerinti okairdl,

- arrél, hogy az Erintett panaszt nydjthat be a NAIH-nal és élhet birésagi jogorvoslati jogéval,

- ha tovabbi kiegészit6 informacid megadasa valt sziikségessé a kérelemmel Osszefliggd azonositas
céljabdl és az Adatkezel6 barmely okndl fogva kezeli az Erintett ilyen kiegészit6 személyes adatait,
akkor az erre vonatkozé tajékoztatas.

Sziikség esetén az egy hdénapos hatdridé tovabbi két hénappal meghosszabbithatd, figyelembe véve a
kérelem Gsszetettségét és a kérelmek szamat.

Sziikség esetén a visszajelzéssel egyidejlileg kell értesiteni a cimzetteket is.

A kérelem alapjan torténd intézkedés kizardlag akkor tagadhaté meg, vagy kizdrélag akkor szamithaté fel
ésszerl Osszegli dij a kért informdcio illet6leg az intézkedés meghozataldval jaré adminisztrativ
koltségekre is figyelemmel, ha az Adatkezel6 bizonyitani tudja, hogy a kérelem egyértelmlen
megalapozatlan vagy (kiilondsen ismétléds jellege miatt) talzo.

A visszajelzés (valaszlevél) illet6leg a cimzetti értesités masodhelyi aladirdja a kérelemmel megkeresett
Adatkezel6 adatkezelési tevékenységéért felel6s szervezeti egységének vezetdje, az els6 helyi aldird a
kérelemmel megkeresett Adatkezel§ jogi vagy biztonsagi vagy a HR vezetGje. A visszajelzést tartalmazé
iratot minden esetben iktatni kell a bejové kérelem ligyszamara hivatkozassal.

Az 5.3.2.-5.3.7. pontokra vonatkozd visszajelzés (vdlaszlevél az érintett személyes adatkezeléssel
Osszefliggd kérelmére) mintdjat a NY-14 formanyomtatvany tartalmazza, az ugyanott emlitett cimzetti
értesitések mintajat a NY-15 formanyomtatvany tartalmazza.

5.3.2. Az Erintett hozzdférési joga

A GDPR 15. cikke alapjan az Erintett kérelmezheti a ra vonatkozé személyes adatokhoz valé hozzaférést.
Az Erintett jogosult arra, hogy kérelmére az Adatkezeld tarsasagtdl visszajelzést kapjon arra vonatkozoéan,
hogy személyes adatainak kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van, akkor
jogosult arra, hogy hozzaérést kapjon a személyes adatokhoz és a kbvetkezd (A Tajékoztatdban egyébként
kotelez6en rogzitendd) informacidkhoz:

a) az adatkezelés céljai;
b) aszemélyes adatok kategériai;

¢) azon cimzettek vagy cimzettek kategéridi, akikkel, illetve amelyekkel a személyes adatokat
kozolték vagy kozolni fogjak, ideértve kilondsen a harmadik orszagbeli cimzetteket, illetve a
nemzetkozi szervezeteket;

d) adott esetben a személyes adatok tarolasanak tervezett id6tartama, vagy ha ez nem lehetséges,
ezen id6tartam meghatdrozdsanak szempontjai;

e) az Erintett azon joga, hogy kérelmezheti a Tarsasagtél a ra vonatkozd személyes adatok
helyesbitését, torlését vagy kezelésének korlatozasat, és tiltakozhat az ilyen személyes adatok
kezelése ellen;
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f) a Fellgyeleti Hatdsaghoz cimzett panasz benyujtasanak joga;
g) haazadatokat nem az Erintett6| gy(ijtotték, a forrdsukra vonatkozé minden elérhetd informacio;

h) azautomatizalt dontéshozatal ténye, ideértve a profilalkotast is, valamint az alkalmazott logikara
illetve az ilyen adatkezelés jelent&ségére és az Erintettre nézve varhatd kovetkezményeire
vonatkozo informaciok.

Ha személyes adatoknak harmadik orszdgba vagy nemzetkozi szervezet részére térténé tovabbitdsara
keriil sor, az Erintett jogosult arra, hogy tajékoztatast kapjon a tovabbitdsra vonatkozéan a jogszabaly altal
el6irt (GDPR 46. cikk) megfelel6 garanciakrol.

Az Erintett jogosult arra, hogy a személyes adatok masolatat kérje az Adatkezel6t6l. Az Erintett ltal kért
tovabbi madsolatokért az Adatkezel6 az adminisztrativ koltségeken alapuld, ésszer(i mértékd dijat
szamithat fel. Ha az Erintett elektronikus Gton nyUjtotta be a kérelmet, az informacidkat széles kdrben
hasznalt elektronikus formatumban kell rendelkezésre bocsétani, kivéve, ha az Erintett masként kéri.

A masolatigénylésére vonatkozd jog nem érintheti hatranyosan masok jogait és szabadsdgait. A személyes
adat masolata a foglalkoztatdsi jogviszonyokra illet6leg az ligyfélkapcsolattal 6sszefligg6 jogviszonyokra
vonatkozodan a (torzs) nyilvantartasban tarolt személyes adatok masolatat jelenti, nem pedig a személyes
adat (Adatkezelési Nyilvantartasban és Tajékoztatdban meghatarozott célbdl torténd) felhasznalasaval
késziilt irat vagy barmely — akar elektronikus — dokumentum masolatat.

5.3.3. Helyesbitéshez vald jog

A GDPR 18. cikke alapjan az Erintett erre vonatkozé kérelme esetén az Adatkezel6 kételes indokolatlan
késedelem nélkll helyesbiteni a rd vonatkozé pontatlan személyes adatokat. Figyelembe véve az
adatkezelés céljat, az Erintett jogosult arra, hogy kérje a hidnyos személyes adatok — egyebek mellett
kiegészits nyilatkozat utjan torténé — kiegészitését.

Az Adatkezel6 minden olyan cimzettet tajékoztat helyesbitésrél (a személyes adatokra mutaté linkek vagy
e személyes adatok masolatanak, masodpéldanyanak helyesbitése érdekében) akivel, illetve amellyel a
személyes adatot kozolték, kivéve, ha ez lehetetlennek bizonyul, vagy aranytalanul nagy erdfeszitést
igényel. Az Erintettet kérésére az Adatkezels tajékoztatja e cimzettekrdl.

5.3.4. Térléshez vald jog

A GDPR 17. cikke alapjan az Erintett jogosult arra, hogy az AdatkezelStdl a ra vonatkozd személyes adatok
torlését kérje, az AdatkezelS pedig koteles arra, hogy az Erintettre vonatkozd személyes adatokat
indokolatlan késedelem nélkil torolje, ha az aldbbi indokok valamelyike fennall:

a) a személyes adatokra mar nincs sziikség abbdl a célbdl, amelybdl azokat gy(jtotték vagy mas
maddon kezelték;

b) ha az Erintett (akdr a kérelemmel egyidejiileg akar attdl fiiggetlen formdban) visszavonja az
adatkezelés alapjat képez6 hozzajarulasat, és az adatkezelésnek nincs mas jogalapja;

c) ha az Erintett tiltakozik az Adatkezelési Nyilvdntartasban rogzitett aldbbi két jogalap szerinti
tevékenységre vonatkozdan: a kozérdekbdl, kozhatalmi jogositvany gyakorlasa érdekében vagy a
jogos érdekbdl tortén6é adatkezelés ellen, és nincs els6bbséget élvezd jogszerli ok az
adatkezelésre,

d) ha az Erintett tiltakozik a kozvetlen Uzletszerzés érdekében torténd adatkezelés ellen (az
Adatkezelési Nyilvantartasban direkt marketing célként megjel6lt tevékenység esetén);

e) haaszemélyes adatokat jogellenesen kezelték;

f) ha a személyes adatokat az Adatkezel6re alkalmazandd unids vagy hazai jogban elGirt jogi
kotelezettség teljesitéséhez torolni kell;

g) ha a személyes adatok gylijtésére gyermekek szamara nyujtott informaciés tarsadalommal
Osszefliggd szolgdltatasok kindldsdval kapcsolatosan keriilt sor.

Oldalszam: 10/20



DRM
CONSULTING

Az Adatkezel6 minden olyan cimzettet tdjékoztat a torlésrél (a személyes adatokra mutatéd linkek
segitségével) e személyes adatok madsolatanak, masodpéldanyanak torlése érdekében, akivel, illetve
amellyel a személyes adatot kozolték, kivéve, ha ez lehetetlennek bizonyul, vagy ardnytalanul nagy
eréfeszitést igényel. Az Erintettet kérésére az Adatkezeld tajékoztatja 6t ezen cimzettekrél.

Az Erintett torlési joganak korlatozasara csak a GDPR-ban irt alabbi kivételek fennalldsa esetén keriilhet
sor, azaz a fenti indokok fennallasa esetén a személyes adatok tovabbi megé6rzése jogszerlinek tekinthetd,

- haavéleménynyilvanitas és a tdjékozddas szabadsagahoz vald jog gyakorldsa, vagy

- ha valamely jogi kotelezettségnek valé megfelelés (azaz az Adatkezelési Nyilvantartasban jogi
kotelezettség jogalappal rogzitett tevékenység esetén az adatkezelés céljanak megfelel6 id6tartam
alatt), vagy

- ha kozérdekbdl végzett feladat végrehajtasa, vagy

- ha az adatkezelGre ruhdzott kbzhatalmi jogositvany gyakorldsa miatt, vagy

- ha népegészségligy teriiletén érint6 kozérdekbdl,

- ha kozérdek archivalas céljabdl, vagy

- hatudomadnyos és torténelmi kutatas céljabol vagy statisztikai célbdl, vagy

- hajogiigények elGterjesztéséhez, érvényesitéséhez illetve védelméhez szilkséges.

5.3.5. Az adatkezelés korlatozdsahoz valo jog

A korlatozas altaldban egy atmeneti intézkedés egy érintetti igény elbirdlasadig vagy egy intézkedés
megtételéig. A GDPR 18. cikke alapjan az Erintett kérelmére az Adatkezeld korlatozza az adatkezelést, ha

a) az Erintett vitatja a személyes adatok pontossagat, amely esetben a korlatozds arra az
id6tartamra vonatkozik, amely lehet6vé teszi, hogy az Adatkezel6 ellenérizze a személyes adatok
pontossagat;

b) az adatkezelés jogellenes, és az Erintett ellenzi az adatok torlését, és ehelyett kéri azok
felhasznalasanak korlatozasat;

c) az Adatkezel&nek mar nincs sziiksége a személyes adatokra adatkezelés céljabdl, de az Erintett
igényli azokat jogi igények elGterjesztéséhez, érvényesitéséhez vagy védelméhez;

d) az Erintett jogos érdek vagy kozérdek jogalap alapjan (az Adatkezelési Nyilvantartasban rogzitett
ezen két jogalap szerinti tevékenységre vonatkozdan) végzett adatkezelés ellen tiltakozott; amely
esetben a korldtozas arra az id6tartamra vonatkozik, amig megdllapitasra nem keriil, hogy az
Adatkezeld jogos indokai elsébbséget élveznek-e az Erintett jogos indokaival szemben.

Ha az adatkezelés a fentiek alapjan korlatozas ala esik, az ilyen személyes adatokat a tarolas kivételével
csak az aldbbi esetekben lehet kezelni:

- Erintett hozzajarulasaval, vagy

- jogiigények elGterjesztéséhez, érvényesitéséhez vagy védelméhez, vagy
- mas természetes vagy jogi személy jogainak védelme érdekében, vagy

- az Unidg, illetve valamely tagdllam fontos kézérdekébdl.

Az Adatkezels koteles a korlatozas felolddsardl a feloldast megel6z3en tdjékoztatni az Erintettet, akinek
kérése alapjan az adatkezelést korlatozdasra keriilt.

Az Adatkezel6 minden olyan cimzettet tdjékoztat a korlatozasrdl (a személyes adatokra mutaté linkek vagy
e személyes adatok masolataval, masodpéldanyaval kapcsolatos adatkezelés korlatozasa érdekében)
akivel, illetve amellyel a személyes adatot kozolték, kivéve, ha ez lehetetlennek bizonyul, vagy
aranytalanul nagy eréfeszitést igényel. Az Erintettet kérésére az AdatkezelS tdjékoztatja 6t ezen
cimzettekrdl.
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5.3.6. Az adathordozhatésdghoz valé jog

A GDPR 20. cikke alapjan az Erintett jogosult arra, hogy a ra vonatkozd, &ltala az Adatkezeld
rendelkezésére bocsatott személyes adatokat tagolt, széles korben hasznalt, géppel olvashatd
formatumban megkapja, tovabba jogosult arra, hogy ezeket az adatokat egy masik adatkezel6nek
tovabbitsa anélkiil, hogy ezt akadalyoznda az az adatkezel6, amelynek a személyes adatokat a
rendelkezésére bocsatotta,

- haaz adatkezelés jogalapja az Erintett hozzajarulasa, vagy az Erintettel kotott szerz8dés teljesitése (az
Adatkezelési Nyilvantartasban ezen két jogalap szerint rogzitett tevékenységre vonatkozdéan)
- és az adatkezelés automatizalt modon torténik.

Az adatok hordozhatdsagahoz vald jog gyakorlasa soran az Erintett jogosult arra, hogy — ha ez technikailag
megvaldsithatd — kérje a személyes adatok adatkezel6k kdzotti kozvetlen tovabbitasat.

Az adathordozhatdsag joganak gyakorlasa nem sértheti a torléshez vald jogot. Az adathordozds joga nem
alkalmazandd abban az esetben, ha az adatkezelés kdzérdek( vagy az adatkezel6re ruhdzott kézhatalmi
jogositvanyai gyakorlasanak keretében végzett feladat végrehajtasahoz (az Adatkezelési Nyilvantartasban
ezen jogalap szerint rogzitett tevékenységre vonatkozdan) sziikséges.

Az adatok hordozhatésdgdhoz vald jog nem érintheti hatranyosan masok jogait és szabadsdgait. A
személyes adat hordozhatdsagara vonatkozd jog a foglalkoztatasi jogviszonyokra illet6leg az
Ggyfélkapcsolattal 6sszefligg6 jogviszonyokra vonatkozdan a (torzs) nyilvantartasban tarolt személyes
adatok hordozhatdsagat (mdsolatat) jelenti, nem pedig a személyes adat (Adatkezelési Nyilvantartasban
és Tdjékoztatdban meghatarozott célbdl torténd) felhasznaldasaval készilt irat vagy barmely — akar
elektronikus — dokumentum hordozhatdsagat (mdasolatat).

5.3.7. Atiltakozdshoz valé jog

5.3.7.1. Atiltakozdshoz vald jog gyakorldsa és a térlés

A GDPR 21. cikke alapjan az Erintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbdl barmikor
tiltakozzon személyes adatainak (az Adatkezelési Nyilvantartasban aldbbi két jogalap szerint rogzitett
tevékenységre vonatkozdan) kozérdekbdl, kozhatalmi jogositvany gyakorldsa érdekében vagy az
adatkezel6 (harmadik fél) jogos érdekében torténd kezelése ellen, ideértve az ezen alapuld profilalkotdst
is. Ebben az esetben az Adatkezel6 a személyes adatokat nem kezelheti tovabb, azaz torolni koteles,
kivéve, ha az Adatkezel6 bizonyitja, hogy az adatkezelést olyan kényszerit6 ereji jogos okok indokoljak,
amelyek elsébbséget élveznek az Erintett érdekeivel, jogaival és szabadsagaival szemben, vagy amelyek
jogi igények elGterjesztéséhez, érvényesitéséhez vagy védelméhez kapcsolddnak.

Ha a személyes adatok kezelése kozvetlen zletszerzés érdekében torténik (az Adatkezelési
Nyilvantartdsban direkt marketing célként megjelolt tevékenység esetén), az Erintett jogosult arra, hogy
barmikor tiltakozzon a rd vonatkozd személyes adatok e célbdl torténé kezelése ellen, ideértve a
profilalkotdst is, amennyiben az a kdzvetlen lzletszerzéshez kapcsolédik. Ha az Erintett tiltakozik a
személyes adatok kdzvetlen Uzletszerzés érdekében torténd kezelése ellen, akkor a személyes adatok a
tovabbiakban e célbdl nem kezelheték, azaz torlendék.

A tiltakozashoz vald jogra legkésSbb az Erintettel valé elsé kapcsolatfelvétel soran kifejezetten fel kell
hivni annak figyelmét, és az erre vonatkozé tdjékoztatast egyértelmiien és minden mds informacioétdl
elktlonitve kell megjeleniteni (ezt a Tajékoztatd mintdja tartalmazza).

Az informacids tdrsadalommal 06sszefliggé szolgdltatasok igénybevételéhez kapcsoléddan és a
2002/58/EK iranyelvtdl eltérve az Erintett a tiltakozadshoz valé jogot miszaki el8irdsokon alapuld
automatizalt eszkdzokkel is gyakorolhatja.

Ha a személyes adatok kezelésére tudomanyos és torténelmi kutatdsi célbdl vagy statisztikai célbdl kerdil
sor, az Erintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbdl tiltakozhasson a ra vonatkozd
személyes adatok kezelése ellen, kivéve, ha az adatkezelésre kozérdek(i okbdl végzett feladat
végrehajtasa érdekében van sziikség.
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5.3.7.2. Hozzdjdrulds visszavondsa

A GDPR 7. cikk (3) bekezdése alapjan az Erintett jogosult arra, hogy személyes adatainak kezeléséhez adott
hozzajaruldsat barmely id6pontban visszavonja. A hozzajarulds visszavondsa nem érinti a hozzajaruldson
alapuld, a visszavonas el6tti adatkezelés jogszer(iségét. A hozzdjarulds visszavonasat ugyanolyan egyszer(
maodon jogosult megtenni, mint annak megadasat.

5.3.8. Automatizalt déntéshozatal, profilalkotds

Az Adatkezel6 csak akkor alkalmaz kizardélag automatizalt adatkezelésen — ideértve a profilalkotast is —
alapulé dontést, amely az Erintette nézve joghatassal jar vagy 6t hasonldképpen jelentSs mértékben
érinti, ha az Adatkezelési Nyilvantartasban rogzitett aldbbi harom jogalap szerinti tevékenységre
vonatkozik:

- az Adatkezel§ és az Erintett kozotti szerz6dés megkotése vagy teljesitése érdekében sziikséges;

- meghozatalat az Adatkezel6re alkalmazandd olyan unids vagy hazai jogszabdly teszi lehet6vé,
amely az Erintett jogainak és szabadsagainak, valamint jogos érdekeinek védelmét szolgéld
megfelel6 intézkedéseket is megallapit,

- az Erintett kifejezett hozzajaruldsan alapul.

Az automatizalt dontés és profilalkotds tovabbi kovetelményeire GDPR alkalmazandé.
5.4. Az adatvédelmi tisztvisel6 (DPO)

5.4.1. A DPO kijelolése és feladatai

A DrM-Professional Consulting Kft. adatkezelési célokkal és eszkdzokkel osszefliggésben adatkezelési
tevékenységeket végz6 adatvédelmi tisztviselSt jeldlhet ki (DPO).

A DPO feladatai:

a) tajékoztatast és szakmai tanacsot ad a jelen Szabdlyzat hatalya ald tartozé alkalmazottai részére
a GDPR valamint egyéb unios vagy hazai adatvédelmi rendelkezések szerinti kdtelezettségeikkel
kapcsolatban;

b) ellen6érzi a GDPR-nak, egyéb uniés vagy hazai rendelkezéseknek valé megfelelést, a jelen
Szabdlyzatnak és az adatvédelemmel Gsszefliggé egyéb csoportszintli vagy belsé szabalyzatnak
torténé megfelelést, ennek keretében felelGs a jelen Szabdlyzat és a Szabalyzat részét képezé
formanyomtatvanyok és mellékletek elkészitéséért és naprakészen tartasaért, kiilonds tekintettel
felel6s az Adatkezelési Nyilvantartdsanak elkészitéséért és naprakészen tartasaért az 5.5 pont
figyelembevételével, illetve tdmogatja és ellenérzi a jelen Szabdlyzat hatdlya ald tartozok
adatkezelési nyilvantartdsanak elkészitését és naprakészen tartdsat az 5.5 pont figyelembe
vételével;

c) ellen6rzi az adatkezeléssel kapcsolatos feladatkorok kijelolését, részt vesz a jelen Szabdlyzat
hatalya ala tartozdk belsé audit tevékenységében, javaslatot tesz a személyes adatvédelemmel
kapcsolatos szabalyozasra, mddositasra, véleményezi a szabdlyozdkat a személyes adatvédelem
szempontjabdl,

d) szerveziés ellendrzi az adatkezelési miveletekben részt vevs személyzet tudatossag-novelését és
képzését;

e) szakmaitanacsot ad az adatvédelmi hatdsvizsgalatra vonatkozdan, nyomon koveti az elvégzését;

f) egylttmUkodik és barmely kérdésben konzultacidt folytat a Fellgyeleti Hatdsaggal,
kapcsolattartasi pontként szolgal a Felligyeleti Hatdsag felé, ennek keretében részt vesz a jelen
Szabdlyzat hatalya ald tartozo tarsasagok adatvédelmi incidenskezelési tevékenységében.
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5.4.2. Kapcsolattartds a DPO-val

A jelen Szabalyzat hatalya ald tartozék a DPO-val torténé operativ kapcsolattartds, az adatkezelési
tevékenységek cégen bellli koordinaldsa, valamint az Egyedi adatkezelési tevékenységekre vonatkozd
feladatok teljesitése céljabdl egy adatvédelmi felelGst jelolnek ki, akinek nevét és elérhet&ségét a jelen
Szabdlyzat hatalyba lépésével egyidejlileg megkildik a DPO-nak.

Ha a jelen Szabdlyzat hatalya ald tartozok a tarsasag miikodése korében adatkezeléssel dsszefliggben
intézkedést igényl6 korilményt észlel, az aldbbiak szerint kell eljarnia:

e Ha valamely Erintett adatkezeléssel kapcsolatos kérelmet juttat el hozza vagy a tarsasaghoz,
koteles értesiteni a tarsasagi adatvédelmi feleldst.

e Ha adatvédelmi incidensre utald eseményt tapasztal vagy ezzel kapcsolatban barmely mas
relevans informacidhoz jut, haladéktalanul koteles értesiteni a SOC-ot, illet6leg a tdrsasagi
adatvédelmi felelésén keresztiil a DPO-t és koteles tovabbitani neki a relevdns dokumentumokat
és informdacidkat.

e Ha a SOC a m(ikodési kérében személyes adatkezelési tevékenységgel Osszefliggésbe hozhatd
rendkivili eseményt észlel, koteles értesiteni a DPO-t és koteles tovabbitani neki a relevans
informdacidkat. (Lasd a jelen Szabalyzat 5.8. pontja).

5.5. Nyilvantartasokra vonatkozé jogszabalyi dokumentacids kotelezettség

Az aldbbi nyilvantartdsok lehetévé teszik, hogy a Felligyeleti Hatésag ellenérizni tudja a tdrsasag
adatkezelési tevékenységét érint6 jogszabalyi megfelelést. Az Adatkezel6 vagy az Adatfeldolgozd
megkeresés alapjan a Felligyeleti Hatosag részére rendelkezésre bocsatja a nyilvantartast.

A DrM-Professional Consulting Kft. nyilvantartasait a DPO vezeti.
5.5.1. Az adatkezelési tevékenységekre vonatkozo jogszabadlyi kételezettségek

5.5.1.1. Adatkezelési Nyilvdantartds vezetése és feliilvizsgdlata

Az Adatkezel6 (a jelen Szabalyzat hatdlya ald tartozd minden tdrsasdg) az altala végzett adatkezelési
tevékenységekrél nyilvantartast vezet a GDPR 30. cikk (1) bekezdése alapjan, amelynek mintajat a NY-08
formanyomtatvany tartalmazza.

Az Adatkezelési Nyilvantartds tartalmat folyamatosan felll kell vizsgdlni és naprakészen tartani. Ennek
keretében rogziteni kell az Uj adatkezelési tevékenységeket, kiilondsen Uj adatkezelési cél vagy Uj érintetti
kor esetén (lasd még 5.5.1.3. pont).

Torolni kell a mar nem végzett adatkezelési tevékenységeket.

Meglév8 adatkezelési tevékenység mddosuldasa esetén rogziteni kell, ha megvaltozott az adatkezelési
tevékenységért felelés szervezeti egység, az adat taroldsanak a helye, az igénybe vett adatfeldolgozé, a
cimzettek kore, a személyes adatok kore. Az 5.3.1. pont szerinti Tajékoztatok az Adatkezelési Nyilvantartds
alapjan késziilnek (a kotelez6 tartalom az egyes tdjékoztatok mintdjanak csatolmdanyaban egyértelmen
megtaldlhatd). Az Adatkezelési Nyilvantartds frissitésével egyidejlileg frissiteni sziikséges a vonatkozo
Tajékoztatdkat is, amelyek alapjan sziikség szerint ismételten tajékoztatni kell az Erintetteket.

Az adatkezelési tevékenységért felelGs szervezeti egység a beépitett és alapértelmezett adatvédelem
elvét figyelembe véve koteles a személyes adatokkal barmely modon 0Osszefliggd tervezett
tevékenységeket bejelenteni a tarsasagi adatvédelmi felel§sének, kilondsen jogszabalyvaltozas, Uj belsé
folyamatok, fejlesztések vagy szolgdltatasok esetén, figyelembe véve az 5.5.1.3. pont rendelkezéseit is.

5.5.1.2. Adatkezelési Nyilvantartds szerinti torlési kGtelezettség

Az Adatkezel6 az Adatkezelési Nyilvantartasban rogzitett a személyes adatok kezelésére vonatkozd
jogszer( idGtartam elteltét kovetGen a személyes adatot tordini koteles.
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Annak biztositdsa érdekében, hogy a személyes adatok tarolasa a szlikséges id6tartamra korldtozddjon,
az adatkezelési tevékenység végzéséért felel6s szervezeti egység rendszeresen felllvizsgdlja az altala
kezelt személyes adatokat az alabbiak szerint:

- naponta, amennyiben az Adatkezelési Nyilvantartds a vonatkozé adatkezelési cél tekintetében
napokban meghatdrozott id6tartamot rogzit;

- havonta, amennyiben az Adatkezelési Nyilvantartds a vonatkozd adatkezelési cél tekintetében
hénapokban meghatdrozott id6tartamot rogzit;

- negyedévente, amennyiben az Adatkezelési Nyilvantartas a vonatkozé adatkezelési cél tekintetében
a munkaviszony vagy egyéb jogviszony végét rogziti;

- negyedévente, amennyiben az Adatkezelési Nyilvantartds a vonatkozo adatkezelési cél tekintetében
az elévilési idGvel 6sszefligg6 idStartamot rogzit;

- atargyév végét megel6z8 negyedéves fellilvizsgdlat soran, amennyiben az Adatkezelési Nyilvantartas
a vonatkozé adatkezelési cél tekintetében a targyév végét rogziti.

A negyedévente torténd fellilvizsgalat soran az adatkezelési tevékenységért felelGs szervezeti egység a
tarsasagi adatvédelmi felelds valamint sziikség szerint az adatfeldolgozé bevondsaval torlési bizottsagot
hoz létre az intézkedések meghatdrozdsa érdekében. A torlési intézkedések hataridében torténd
megtételét anonimizalt médon dokumentalni sziikséges.

5.5.1.3. Adatvédelmi hatdsvizsgdlat

Az adatkezel6nek az adatkezelést megel6z6en hatdsvizsgalatot kell végeznie a GDPR 35. cikkének
megfelel6en, a Fellgyeleti Hatdsag erre vonatkozo jegyzékének figyelembe vételével, ha az adatkezelés
valdszinlsithet6en magas kockdzattal jar a természetes személyek jogaira és szabadsdagaira nézve. A
hatdsvizsgdlat el6tt a DPO szakmai tanacsat ki kell kérni.

5.5.2. Az adatfeldolgozoi nyilvantartds vezetése és feliilvizsgdlata

Az Adatfeldolgozd nyilvantartast vezet az adatkezel6 nevében végzett adatkezelési tevékenységekrdl a
GDPR 30. cikk (2) bekezdése alapjan, amelynek mintajat a [dok_szam]-NY-09 formanyomtatvany
tartalmazza. Az adatfeldolgozasi nyilvantartdst az alapjaul szolgalé adatfeldolgozasi megallapodasok
madosuldsa, megszlinése vagy Uj adatfeldolgozasi megallapodas megkotésével egyidejlileg folyamatosan
kell frissiteni az 5.7. pontban irtak szerint.

5.5.3. Nyilvdntartds az adatvédelmi incidensekrél

A DrM-Professional Consulting Kft. nyilvantartdst vezet az adatkezelési tevékenységekkel Osszefliggd
adatvédelmi incidensekrél a GDPR 33. cikk (5) bekezdés alapjan, az 5.8. pontban irtaknak megfelelGen,
feltlintetve az adatvédelmi incidenshez kapcsolédd tényeket, annak hatdsait és az orvosldsara tett
intézkedéseket. Az Egyedi adatkezelési tevékenységet végzé Adatkezel6 a Cég adatvédelmi felels Utjan
nyilvantartast vezet az Egyedi adatkezelési tevékenységekkel 6sszefliggé adatvédelmi incidensekrdl.

Az adatvédelmi incidens nyilvantartas mintdjat a NY-10 formanyomtatvany tartalmazza. Az adatvédelmi
incidens nyilvantartast folyamatosan naprakészen kell tartani. A nyilvantartds a hatdsagi bejelentési
kotelezettség ald tartozo és a hatdsagi bejelentési kotelezettség ald nem tartozé adatvédelmiincidenseket
is tartalmazza. Amennyiben a Felligyeleti Hatdsag kotelez6 tartalmi elemeket hatdroz meg az adatvédelmi
incidenskezelési nyilvantartassal kapcsolatban, abban az esetben ezzel a tartalommal ki kell egésziteni a
nyilvantartast.

5.6. Az adatkezelési tevékenységekre iranyadd altalanos szabalyok és a specialis belsé szabalyok
viszonya

5.6.1. Személyes adatok tdroldsa, felhaszndldsa és dramldsa az Adatkezel6 miikédési kérén beliil
illetéleg az adattovabbitdsra vonatkozo lényeges szempontok

Az Adatkezel6 a GDPR jelen Szabalyzat 5.1. pontjaban irt alapelveinek megfeleléen tarolja, hasznalja fel,
tovabbitja és egyéb mddon kezeli a személyes adatokat.
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A szervezési és technikai intézkedéseket az Adatkezelési Nyilvantartas 6sszegzi. A személyes adatok (alap
adatbazis) papiralapu tarolasa fizikailag az adatkezelési tevékenységért felelGs szervezeti egység altal
meghatdrozott és az Adatkezelési Nyilvantartasban rogzitett helyen torténik (I oszlop).

A személyes adatok informatikai alap adatbazisban torténé elektronikus taroldsa az adatkezelési
tevékenységért felel6s szervezeti egység altal az informatikai szolgdltatast nyujté adatfeldolgozd
tdrsasdggal egyeztetett médon meghatdrozott és az Adatkezelési Nyilvdntartasban (NY-08) rogzitett
helyen torténik (O oszlop).

A papiralapd dokumentumok papiralapu vagy elektronikus mdsolatainak létrehozasat, tovabbitasat
(ideértve a személyes adatok e-mailen torténé tovabbitasat is) az adatkezelési tevékenység végzéséért
felel6s szervezeti egység vezetdje altal meghatdrozott mddon az Adatkezel6 mikodési kérén belil a
feladat elvégzéséhez sziikséges mértékben a minimalisra kell szoritani.

Az Adatkezel6 m(ikddési korén belil az informatikai adatbazisban tarolt személyes adatok elektronikus
masolatainak |étrehozasaval kapcsolatos biztonsagi el6irdsokat valamint az adattovabbitdsra vonatkozdé
biztonsagi eldirdsokat az Adatkezel6 informatikai feladatok ellatasdért illetve az informacidbiztonsagi
feladatok ellatdsaért felel6s szervezeti egysége a lehet6ségekhez mérten folyamatosan frissitett
adataramlasi és adattovabbitasi térképet vezet. Az adatdaramldsi és adattovabbitasi térképnek
0sszhangban kell dllnia az Adatkezelési Nyilvantartds és az az alapjan készil6é Tdjékoztatd cimzettekre
vonatkozo adataival, amelyet az elszamoltathatdsag alapelvére tekintettel a DPO az 5.4.1. b) pont szerinti
feladatkoérében rendszeresen ellendriz.

Az egyes adatkezelési tevékenységekre irdnyadd belsé szabalyzatok ,Adatkezelés és adatvédelem” cimszo
alatt részletezhetik a feladatkoriikbe tartozd adatkezeléssel 6sszefliggé tevékenységek adattarolasi
eljarasait. Az adatkezelési és adatvédelmi rendelkezéseket tartalmazdé szabdlyzatok és a GDPR
rendelkezéseinek Osszhangjaval kapcsolatban az elszamoltathatdésdg alapelvére tekintettel a DPO
rendszeres jelentést készit az 5.4.1. b) pont szerinti feladatkérében.

5.6.2. Személyes adatok térlésére vonatkozo lényeges szempontok
Az Adatkezel6

- az 5.5.1.2. pontban irtak szerint az Adatkezelési Nyilvantartasban az egyes adatkezelési
tevékenységek vonatkozdsdban az adatkezelés célja tekintetében meghatarozott id6tartam elteltét
vagy

- az5.3.1.2. pontban irtak szerint az Erintett torlésre irdnyuld kérelmének (torlési jog gyakorldsa vagy
tiltakozasi jog gyakorlasa) teljesitésérél sz616 dontést kovetGen

torolni koteles a személyes adatot az alap adatbazisbol papir alapon és elektronikus tarolasi helyén is (1asd
Adatkezelési Nyilvantartds | és J oszlop). A torlési kotelezettség vonatkozik a személyes adatok masolataira
is.

Az 5.5.1.2. pont szerinti rendszeres fellilvizsgalat kérében, valamint az 5.3.1.2. pont szerinti kérelemre
adott valaszlevél megkiildését megel6z6en, az adatkezelési tevékenységért felels szervezeti egység
attekinti az altala kezelt személyes adatokat, meghatdrozza a térlendé tételeket és intézkedik a torlés
irdnt. Az egyes adatkezelési tevékenységekre irdnyadd belsé szabalyzatok ,, Adatkezelés és adatvédelem”
cimszo alatt részletezhetik a feladatkoriikbe tartozé adatkezeléssel Osszefliggd tevékenységek torlési
eljarasait. Az adatkezelési és adatvédelmi rendelkezéseket tartalmazé szabdlyzatok és a GDPR
rendelkezéseinek Osszhangjaval kapcsolatban az elszamoltathatosag alapelvére tekintettel a DPO
rendszeres jelentést készit az 5.4.1. b) pont szerinti feladatkérében.

5.6.3. Adatbiztonsdag

A GDPR 32. cikke értelmében az Adatkezel6 és az Adatfeldolgozé a tudomany és technoldgia allasara, a
megvaldsitas koltségeire figyelemmel, valamint az adatkezelési tevékenységei természetes személyek
jogaira és szabadsagaira jelenlett kockazatait figyelembe véve megfeleld technikai és szervezési
intézkedéseket hajt végre annak érdekében, hogy a kockazat mértékének megfelel6 szintl
adatbiztonsagot garantalja. Az Adatkezel6 és az Adatfeldolgozd egyuttal biztositja, hogy a személyes
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adatokhoz hozzaféréssel rendelkezé alkalmazottai kizarélag a jogszabalyoknak megfeleléen kezelik a
személyes adatokat kivéve, ha ettdl vald eltérésre unids vagy tagallami jog kotelezi Gket.

Fentiek érdekében rogziteni sziikséges az alabbiakat:

- abiztonsag megfelelS szintjének meghatdrozasat, figyelembe véve az adatkezelésbél eredé olyan
kockazatokat, amelyek a személyes adatok véletlen vagy jogellenes megsemmisitésébdl,
elvesztésébdl, megvaltoztatdsdbdl, jogosulatlan nyilvanossagra hozataldbdl vagy az azokhoz vald
jogosulatlan hozzaférésekbdl erednek,

- fizikai vagy mdszaki adatvédelmi incidens esetén az arra vonatkozd intézkedéseket, hogy a
személyes adatokhoz valé hozzaférést és az adatok rendelkezésre allasat a kell6 id6ben vissza
lehessen allitani,

- a személyes adatok kezelésére haszndlt informatikai rendszerek és szolgaltatasok folyamatos
bizalmas jellegének, integritdsdnak, rendelkezésre allasanak és ellendlld képességének
biztositasara vonatkozo elGirasokat;

- a személyes adatok lehet6ség szerinti és mihamarabbi dlnevesitésére vagy titkositdsdra
vonatkozo el6irasokat;

- az adatkezelés biztonsaganak garantdlasara hozott intézkedések hatékonysagdnak rendszeres
tesztelésére, felmérésére és értékelésére szolgald eljarasokat.

5.7. Adatfeldolgozé igénybevételével kapcsolatos altalanos szabalyok és jogszabalyi dokumentacids
kotelezettség és a kozos adatkezelés

A jelen Szabdlyzat hatalya ald tartozék Adatkezel6ként csak olyan Adatfeldolgozdkat vesznek igénybe,
amelyek megfelelnek a GDPR elGirdsainak. Az adatfeldolgozasi megallapodast irdsban kell megkotni az
adatfeldolgozé igénybevételére vonatkozd szerz6déssel egyidejlileg. A jogszabalynak megfeleld kotelezé
elemeket tartalmazd adatfeldolgozasi megallapodas mintdjat a NY-11 Adatfeldolgozdsi megallapodas
minta formanyomtatvany tartalmazza. Amennyiben a Felligyeleti Hatdsdg altaldnos szerz6dési
feltételeket hatdroz meg az adatfeldolgozdsi megdllapodasra vonatkozdan, a mintat annak megfelelGen
madositani sziikséges.

A jelen Szabalyzat hatdlya ala tartozék az adatfeldolgozdssal Osszefliggésbe hozhatd beszerzéseik
tekintetében a szerz6déskotéssel egyidejlileg kotelesek adatfeldolgozasi megdllapodast kdtni, amely a
beszerzési eljaras soran megkotendd szerz6dés mellékletét képezi.

Amennyiben a fentiektdl eltéréen az eset 6sszes korilményét figyelembe véve nem adatfeldolgozasnak
hanem ko6z0s adatkezelésnek mingsil a jogviszony, akkor az Adatkezel6 és a tovabbi adatkezel6k a
kozottik létrejott megdllapodasban kotelesek meghatarozni a GDPR-ban foglalt kotelezettségek
teljesitéséért fennalld felelGsségiik megoszlasat, kilonosen az érintettek jogainak gyakorlasaval és
tdjékoztatasaval kapcsolatban. A megallapodasban meg kell jel6Ini, hogy melyikiik tartja az kapcsolatot az
Erintettel. A megallapodast e tekintetben a tarsasag adatvédelmi felelésének és a DPO-nak is
véleményezni kell. A megéllapodas lényegérdl az Erintetteket tajékoztatni kell. Biztositani kell az Erintett
jogait abban az esetben is, ha azokat a megallapodas feltételeit6l fliggetleniil kivanja gyakorolni.

5.8.  Adatvédelmi incidenskezeléssel kapcsolatos altalanos szabalyok és jogszabalyi dokumentacids
kotelezettség
5.8.1. Az adatvédelmi incidens nyilvantartdsa

Az adatvédelmi incidens megfelel6 és kell6 idejl intézkedés hianydban fizikai, vagyoni vagy nem vagyoni
karokat okozhat a természetes személyeknek, tobbek kdzott

e személyes adataik feletti rendelkezés elvesztését,
e jogaik korlatozasat,
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e hatranyos megkilonboztetést,

e személyazonossdag-lopast,

e vagy személyazonossaggal vald visszaélést,

e pénziigyi veszteséget,

e azdlnevesités engedély nélkil torténd feloldasat,
e ajb hirnév sérelmét,

e a szakmai titoktartdsi kotelezettség altal védett személyes adatok bizalmas jellegének

sérilését,
e vagy barmilyen egyéb jelentés gazdasagi vagy szocialis hatranyt.
Az adatvédelmi incidensek nyilvantartasara az 5.5.3. pont rendelkezései vonatkoznak.

5.8.2. Az adatvédelmi incidens hatdsdgi bejelentése

A GDPR 33. cikke alapjan az adatvédelmi incidenst az Adatkezel6 a tudomasara jutdsat kdvet6en
indokolatlan késedelem nélkil, ha lehetséges, legkés6bb 72 6ran belil bejelenti a NAIH részére. A
bejelentést, amennyiben ilyen létezik, a NAIH altal megadott formdban és mddon kell megtenni, a
NAIH el6irdsai szerint (példaul a NAIH altal megjel6lt fellleten vagy hot-line vonalon). Amennyiben
a NAIH nem hoz létre ilyen fellletet, a bejelentést a kdtelez6 tartalmi elemeivel kell megtenni. Az
atmeneti idGszakra (NAIH 3ltal kozzétett kotelez6 minta bevezetéséig) vonatkozé bejelentés
mintdjat a NY-12 formanyomtatvany tartalmazza. A bejelentéssel egyidejlileg az 5.8.3. pont
rendelkezéseinek megfeleld tdjékoztatasi kotelezettséget is teljesiteni kell.

Ha az adatvédelmi incidens valdszinlisithet6en nem jar kockazattal a természetes személyek
jogaira és szabadsagaira nézve, az elszamoltathatdsag elvével 6sszhangban hatdsagi bejelentést
nem kell megtenni.

5.8.3. Az Erintettek tdjékoztatdsa az adatvédelmi incidensrél

Az AdatkezelS indokolatlan késedelem nélkiil tdjékoztatja az Erintettet az adatvédelmi incidensrél,
ha az adatvédelmi incidens valdszinisithet6en magas kockazattal jar a természetes személyek
jogaira és szabadsdagaira nézve.

Nem kell értesiteni az Erintettet az alabbi esetekben:

a) ha az Adatkezel6 megfelel6 technikai és szervezési védelmi intézkedéseket hajtott végre,
és ezeket az intézkedéseket az adatvédelmi incidens dltal érintett adatok tekintetében
alkalmazta, kiilondsen azokat az intézkedéseket — mint példaul a titkositas alkalmazasa —,
amelyek a személyes adatokhoz valé hozzaférésre fel nem jogositott személyek szamara
értelmezhetetlenné teszik az adatokat; vagy

b) ha az Adatkezel6 az adatvédelmi incidenst kbvet6en olyan tovabbi intézkedéseket tett,
amelyek biztositjdk, hogy az Erintett jogaira és szabadsagaira jelentett magas kockazat a
tovabbiakban valdszinGsithet6en nem valdsul meg; vagy

c) ha a tajékoztatds aranytalan eréfeszitést tenne sziikségessé, amely esetben az Erintetteket
nyilvdnosan kodzzétett informacidk utjan kell tajékoztatni, vagy olyan hasonld intézkedést
kell hozni, amely biztositja az Erintettek hasonléan hatékony tdjékoztatasat.

Az Erintettek adatvédelmi incidensrdl sz616 tdjékoztatdsanak mintajat a NY-13 formanyomtatvény
tartalmazza.

5.8.4. Az adatvédelmi incidens belsé bejelentése, kivizsgdldsa, kbzbensd dontések

Az Adatkezel6 barmely munkavéllaléja a jelen Szabalyzat 5.4.2. pontjai értelmében az
adatkezeléssel Osszefliggésben tudomadsara jutott, intézkedést igénylé rendkivili eseményre
vonatkozo informaciot haladéktalanul tovabbitja a SOC részére.

LV
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Az Adatfeldolgozé barmely munkavallaléja az adatfeldolgozassal Gsszefliggésben tudomdsdra
jutott, intézkedést igényl6 rendkivili eseményre vonatkozo informaciét haladéktalanul tovéabbitja
a SOC részére.

A DPO az esemény SOC altali észlelését6l szamitott 48 dran belll, de legkésébb 60 6ran belil az
eset 6sszes korilményét figyelembe véve az adatvédelmi incidens kockdazat értékelési mddszertan
alapjan dontési javaslatot fogalmaz meg arra vonatkozdan, hogy

- az esemény adatkezelési tevékenységet érinté adatvédelmi incidens-e (lasd 5.8.1. pont),

- amennyiben igen, az adatvédelmi incidens jar-e kockdzattal a természetes személyek
jogaira és szabadsagaira nézve (ez esetben ldsd Hatdsagi bejelentés 5.8.2. pont),

- éshajar, akkor az magas kockazat-e (ez esetben lasd Hatdsagi bejelentés 5.8.2 és Erintettek
tdjékoztatasa 5.8.3 pont)

- minden esetben figyelembe véve a b(inlild6z6 hatdsagok jogos érdekeit is olyan esetekben,
ha az id6 el6tti kozlés sziikségtelenil veszélyeztetné az eset koriilményeinek kivizsgdlasat.

A dontési javaslat megfogalmazdsa sordn az eset 0sszes korilményének mérlegelése valamint az
adatvédelmi incidens elhdritdsara tett intézkedés megtétele érdekében a DPO sziikség szerint
bevonja a kivizsgalasba az adatvédelmi incidenssel érintett Adatkezeld illetve Adatfeldolgozd
vonatkozasaban felelGs szakteriletek képviseldjét.

A javaslat alapjan haladéktalanul dontést kell hozni arrél, hogy kotelez6-e a NAIH részére a
bejelentés az 5.8.2 pontnak megfelelSen illetéleg kotelezs-e az Erintettek tdjékoztatdsa az 5.8.3.
pontnak megfelelGen.

Minden esetben meg kell hatdrozni az adatvédelmi incidens elhdritdsdra tett intézkedéseket a
jogszabalyi kotelezettségeknek megfelel6 adatkezelési eszk6zok fenntartasa érdekében, amelyet a
DPO ellendriz.

A dontést kovetGen a DPO az adatvédelmi incidens tudomdsra jutasatdl szamitott lehetéleg
legkésGbb 72 6ran beliil megteszi a sziikséges adminisztrativ intézkedéseket (bejelentés,
tdjékoztatds), és rogziti az adatvédelmi incidens adatait a nyilvantartasban. Ha nem lehetséges a
bejelentés mintaban meghatarozott informaciokat egyidejlleg k6zolni, akkor tovabbi indokolatlan
késedelem nélkiil kés6bb részletekben is kozolhetSk. Ha a bejelentés kotelez és nem torténik meg
72 6rén belil, mellékelni kell hozza a késedelem igazolasara szolgald indokokat is.

5.9. Jogorvoslati lehetéségek

Az Erintett az altala tapasztalt jogellenes adatkezelés esetén polgari pert kezdeményezhet az Adatkezeld
ellen. A per elbiraldsa a torvényszék hatdskorébe tartozik. A per — az Erintett vélasztasa szerint — a
lakdhelye szerinti torvényszék elStt is megindithatd (a torvényszékek felsoroldsat és elérhetdségét az
alabbi linken keresztil tekintheti meg: http://birosag.hu/torvenyszekek).

Barmely Erintett az egyéb kozigazgatasi vagy birésagi jogorvoslatok sérelme nélkiil jogosult arra, hogy
panaszt tegyen a Felligyeleti Hatésagnal — kiilondsen a szokdsos tartdzkodasi helye, a munkahelye vagy a
feltételezett jogsértés helye szerinti tagallamban —, ha a megitélése szerint a rd vonatkozé személyes
adatok kezelése megsérti a GDPR-t.

A Magyarorszagon illetékes Felligyeleti Hatdsag megnevezése és elérhetdsége a Tajékoztatoban taldlhato.

6. Hatalyon kiviil helyezés

Nincs hatalyon kiviil helyezendé dokumentum.

7. Mellékletek és formanyomtatvanyok

e M-01 Adatkezelési célok
e M-02 Adatkezelési eszk6zok
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e M-03 Adatvédelmi incidens kockazatértékelési mddszertan

e NY-01 Hozzajarulds minta

e NY-02 Erdekmérlegelési teszt minta

e NY-03 Adatkezelési Tajékoztatd minta ,alap”

o NY-04 Adatkezelési Tdjékoztatéd minta ,carrier”

e NY-05 Adatkezelési Tdjékoztatd minta ,eseti, hozzdajarulassal”
o NY-06 Adatkezelési Tdjékoztatéd minta ,szabalyzat”

e NY-07 Adatkezelési Tajékoztatd minta ,contract”

e NY-08 Az adatkezelési tevékenységek nyilvantartds mintdja

e NY-09 Az adatfeldolgozasi nyilvantartas mintdja

e NY-10 Adatvédelmi Incidensek nyilvantartas mintaja

e NY-11 Adatfeldolgozdsi megdllapodds minta

e NY-12 Adatvédelmi incidens hatdsagi bejelentési minta

e NY-13 Erintettek tajékoztatasanak mintaja adatvédelmi incidens esetén
e NY-14 Valaszlevél érintetti kérelem esetén

e NY-15 Ertesités minta cimzetteknek kérelemrél
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